
Seven Key Data 
Protection Principles

When collecting, processing, sharing and using personal 
data in the organisation, remember to adhere to the 

GDPR data protection principles:

Seven
 Key Data 

Protection 
Principles

Principle 7
Accountability. Data controllers must 

be able to demonstrate compliance 
with the data protection principles

Principle 6
Data Integrity. Data should be 

processed securely using 
appropriate technical and 
organisation measures. Principle 5

Storage Limitation. 
Data must be kept in a 
form that allows for 
identi�cation of data 

subjects for no longer 
than is necessary

Principle 4
Accuracy. Data should be accurate

Principle 3
Data Minimisation. Data should be 
adequate, relevant and limited to what is 

necessary

Principle 2

Purpose Limitation. 
Collect and process 

data for speci�ed and 
legitimate purposes

Principle 1
Fairness. Process data in lawful 

fair and transparent manner


